
In Support 
of SB 2386

DERRICK BULAWA



Background 
Derrick F. Bulawa

CEO BEK Communications

38 years experience in computers systems & communications systems

Broadcast an election program called “Tomi Time, Election Hotline”, with a notable 
personality Tomi Collins.

Looking to see if the market would provide feedback on their election experience

I participated in the evaluation of some of the feedback from both voters and candidates.



Election Feedback Process 
Program:

Aired a 10-minute segment 2 to 3 times per day, soliciting feedback during the election

Provided both an email and voicemailbox to receive comments from the public

The comments were reviewed, called back for clarification and/or verification

Then select comments were aired the next day, to find common points of feedback

Three Broad categories of feedback will be reviewed today relating to Bill SB 2386



Connectivity and Security 
Viewers screen shots of WIFI access points (SSID)

STAGEnet-sos-xxx 

Pollpad WIFI Secure-Mobilexxxx

WIFI access to any network creates a hostile 
environment

Poll pad has internet access

DS 200 Tabulators is architected for internet access 
via WIFI, LTE, USB & Ethernet, per ES&S Docs.
I do not know the DS 200 configuration in ND



Connectivity and Security  

Poll Pad has both WIFI and Cellular Access

DS200 is Windows 7 released in 2009
 Is architected for both Wi-Fi and Cellular Access, Per ES&S
Windows 7 does not meet today’s Cyber Security Standards

A business running windows 7  today is uninsurable for 
Cyber Security Risk.



Connectivity and Security Conclusion 
It is reasonable to believe that the DS 200 and the Poll Pad do not meet today's security standards ?

The Federal Election Commission has not established standards or oversight for Poll pads.

The public seems skeptical about the security of the North Dakota voting technology.

A significant physical audit of the DS 200 should be done.

The Committee should consider mandating a paper ballot, paper pollbook, hand count system

Sections 1,3,4,5 address these concerns



Obstruction of Open Records Requests 

Viewer provided feedback



Obstruction of Open Records Requests – from viewers

The starting point on this would be, do you have these reports (as in already 
produced, not could you make them…)? Presumably, the answer to that is no.



Obstruction of Open Records Requests – from viewers

There is currently no statute that 
mandates a timely response on open 
records requests for election data.

One candidate has made open 
records requests to all 53 counties 
only receiving valid data from 17.

Section 7 of this bill addresses this 
issue.



Validation of Who Voted Records 
Candidate provided information



Validation of Who Voted Records 
Open records request to Burleigh County yielded two Pollbook files on two different 
dates, post election certification

File provided on November 28th listed 35,747 voter records

File provided on December 13th listed 35,648 voter records

There is no way to reconcile the two files, or determine which one is correct

Section 9 & 10 of the Bill with Paper Ballots would give the public a remedy.



Conclusion – Public Concerns 
Connectivity and Security

Obstruction of Open Records

Validation of Who Voted Records

SB 2386 provides practical and usable tools 

I recommend a Do Pass on SB2386
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